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SIMULATE.
[ WHAT IS IT? ]

Phishing testing involves sending
simulated phishing emails to
employees to see how they
respond. Do they click any
suspicious links? Do they reply to
the fake sender? Do they report it?

CONTACT US.

WE'RE HERE TO HELP.

+1 181-350-3438

CHRIS ZAMBUTO
CHIEF INFORMATION SECURITY OFFICER
CZAMBUTO@CMITNE.COM

CMIT Solutions of Boston | Cambridge

101 Federal Street, Suite 1900 | Boston, MA 02110

http://cmitsolutions.com/boston-cambridge/

Knowing how employees respond to real
and simulated phishing emails gives
valuable insight into their cybersecurity

identified, management can provide
targeted training to improve awareness.
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EDUCATE.
[ CMIT PROTECTION ]

CMIT provides tailored phishing
testing and campaigns. We
manage the entire process --
from scheduling and identifying
difficulty levels, to next steps for
employee follow-up and training.

IDENTIFY.
[ WHY DO | NEED IT? ]

awareness. Once weaknesses are

HUMAN INTELLIGENCE IS THE
BEST DEFENCE AGAINST
PHISHING ATTACKS.

Source: Cofense Phishing Review




