
General Reporting
You can report various forms of cybercrime to the following agencies:
CISA: cisa.gov/report      FBI: ic3.gov

Hacked Account
Report your hacked account 
to the respective platform’s 
support team. Find direct links 
to popular platforms here:
staysafeonline.org/online-
safetyprivacy-basics/hacked-
accounts/

Identity Theft
Report identity theft to:
FTC: identitytheft.gov
You can also report to:
ID Theft Resource Center:
idtheftcenter.org or call 888.400.5530

Tax-Related 
Cybercrime
Report tax-related phishing 
messages or calls to the IRS 
via email: phishing@irs.gov
More about tax fraud:
https://www.irs.gov/help/tax-
scams/report-a-tax-scam-or-fraud

Credit Card Fraud
Report credit card fraud to your credit
card company or use the FTC’s fraud,
scam and bad business 
reporting tool:
reportfraud.ftc.gov

Elder Fraud
If you or someone you know
has been the victim of elder
fraud, contact the U.S.
Department of Justice’s
National Elder Fraud Hotline
833.372.8311

Social Security Fraud
Notify the Social Security
Administration if you 
suspect any fraudulent
activities related to your 
social security number:
ssa.gov/fraud or call:
800.269.0271

Business Email Compromise
Report spoofed business-related emails
or scams to your organization’s IT
department and the FBI at: ic3.gov

Online Stalking
If you believe you are being stalked or
are a victim of stalkerware, call, chat or
text the National Domestic Violence
Hotline:
Call: 800.799.7233
Chat: thehotline.org
Text: “Start” to 88788

Ransomware
Contact local law 
enforcement, including:
• CISA: cisa.gov/forms/report
• FBI: fbi.gov/contact-us/field-offices
• U.S. Secret Service:
secretservice.gov/contact/field-offices

Cyber Bullying
Report cyberbullying to the platform
where the bullying occurred or to 
your child’s school. Report to local 
law enforcement if there have been
threats of violence, stalking 
or hate crimes at:
stopbullying.gov/
cyberbullying/
how-to-report

Phishing
Report suspicious emails to your
email platform and then delete it. 
Or you can also report to:
• FTC: reportfraud.ftc.gov
• Anti-Phishing Working Group:
reportphishing@apwg.org
• AARP Fraud Watch 
Network: 877.908.3360

Source:  cisa.gov/SecureOurWorld
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